**INFORMACJA DOTYCZĄCA PRZETWARZANIA DANYCH OSOBOWYCH W SYSTEMIE MONITORINGU WIZYJNEGO**

**W związku z Rozporządzeniem Parlamentu Europejskiego i Rady (UE) 2016/679 a dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z  przetwarzaniem danych osobowych
i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE ) ogólne rozporządzenie o ochronie danych zwane RODO poniżej** zasady dotyczące przetwarzania Pani/Pana danych osobowych:

**ADMINISTRATOR DANYCH OSOBOWYCH**

Administratorem danych osobowych Pacjentów jest Samodzielny Publiczny Zakład Opieki Zdrowotnej Wojewódzki Szpital Specjalistyczny Nr 4 w Bytomiu, Al. Legionów 10, 41-902 Bytom, Kontakt
Tel: 32 281 02 71 do 77, e-mail: szpital@szpital4.bytom.pl, adres korespondencyjny wskazany powyżej.

**INSPEKTOR OCHRONY DANYCH**

We wszystkich sprawach związanych z ochroną danych osobowych można kontaktować się z Inspektorem Ochrony Danych Osobowych: e-mail: iod@szpital4.bytom.pl lub na adres korespondencyjny wskazany powyżej.

**CEL I PODSTAWA PRZETWARZANIA DANYCH OSOBOWYCH**

Dane osobowe przetwarzane w systemie monitoringu wizyjnego przetwarzane są w celu:

Zapewnienia bezpieczeństwa osób i ochrony mienia, w szczególności pacjentów i pracowników oraz zabezpieczenia dokumentacji medycznej i innych informacji, na podstawie przepisów art. 6 ust. 1 lit. f ogólnego rozporządzenia o ochronie danych 2016/679 (RODO),

Zapewnienia możliwości stałej obserwacji pacjentów na podstawie przepisów art. 9 ust. 2 lit. h ogólnego rozporządzenia o ochronie danych 2016/679 (RODO) oraz rozporządzenia Ministra Zdrowia z dnia 26 marca 2019 r. w sprawie szczegółowych wymagań, jakim powinny odpowiadać pomieszczenia i urządzenia podmiotu wykonującego działalność leczniczą

**OKRES PRZECHOWYWANIA DANYCH OSOBOWYCH**

Dane osobowe przetwarzane w systemie monitoringu wizyjnego przechowywane są przez okres nie dłuższy niż 3 miesiące. W przypadku, gdy nagrania obrazu stanowią dowód w postępowaniu prawem przewidzianym lub administrator poweźmie wiadomość, że mogą one stanowić dowód w takim postępowaniu, termin przechowywania może ulec przedłużeniu do czasu prawomocnego zakończenia postępowania.

**PANI/PANA PRAWA WYNIKAJĄCE Z PRZETWARZANIA DANYCH OSOBOWYCH**

W związku z przetwarzaniem Pani/Pana danych osobowych, przysługują następujące prawa:

a)prawo dostępu do treści swoich danych, na podstawie art. 15 RODO,

b)prawo do sprostowania danych, na podstawie art. 16 RODO,

c)prawo do usunięcia danych, na podstawie art. 17 RODO,

d)prawo do ograniczenia przetwarzania danych, na podstawie art. 18 RODO,

e)prawo do wniesienia sprzeciwu wobec przetwarzania danych, na podstawie art. 21. RODO,

f)prawo do przenoszenia danych, na podstawie art. 20 RODO ,

**PRAWO WNIESIENIA SKARGI DO ORGANU NADZORCZEGO**

Jeśli uważa Pani/Pan, że przetwarzanie Pani/Pana danych narusza przepisy prawa, przysługuje Pani/Panu prawo do wniesienia skargi do organu nadzorczego – Prezesa Urzędu Ochrony Danych Osobowych.

**ODBIORCY PANI/PANA DANYCH OSOBOWYCH**

Dane osobowe przetwarzane w systemie monitoringu wizyjnego mogą być przekazywane podmiotom upoważnionym na podstawie przepisów prawa.

**INFORMACJE O ZAUTOMATYZOWANYM PODEJMOWANIU DECYZJI**

Pani/Pana dane nie będą podlegały zautomatyzowanemu podejmowaniu decyzji, która opiera się wyłącznie na zautomatyzowanym przetwarzaniu, w tym profilowaniu, i wywołuje wobec Pani/Pana skutki prawne lub w podobny sposób istotnie wpływa na Pani/Pana prywatność.

**PRZEKAZYWANIE DANYCH DO PAŃSTW TRZECICH**

Pani/Pana dane nie będą przekazywane do państw trzecich lub organizacji międzynarodowej.